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**Formations et Certifications**

**Cybersécurité & Management**

- Juin 2024 | Attestation de formation Mise en place et management d'un SOC – École Nationale de Cybersécurité (Dakar)

- Mars 2024 | Certification ITIL Foundation V4 en IT Service Management – PeopleCert/AXELOS (Saly)

- Janvier 2024 | Certificat de formation en Création et gestion d'une équipe de réponse aux incidents de sécurité – Carnegie Mellon University (En ligne/USA)

- Nov-Déc 2020 | Attestation de formation Technicien Réseau & Sécurité – École Nationale de Cybersécurité (Dakar)

**Réseaux & Systèmes**

- Nov 2020 | Attestation de réussite Formation ELTE– Projet d'interconnexion Réseau Smart Sénégal (Saly)

- Avril-Mai 2018 | Certificat CERT AIS 2018 – Technologies d'interconnexion de réseaux AfNOG (Dakar)

- Mars 2018 | Certificat Imperva SecureSphere System Administration 12.0 (WAF) – (Dakar)

- 2014 | Certification en Administration Réseau – Informa++ (Fès, Maroc)

**Méthodologies & Gestion**

- Sept 2020 | Attestation de formation Méthode Agile – BEM (Dakar)

- Juin 2020 | Certificat Équipements de visioconférence – (Dakar)

**Diplômes Académiques**

-2009-2011 | classes préparatoires – ESTEM (Casablanca/Maroc)

- 2009 | Baccalauréat Scientifique – Lycée Seydina Limamou Laye (Dakar)

- 2005 | Brevet de Fin d'Études Moyennes (BFEM) – CEM Ogo Diop (Dakar)

**Langues**

- 2006-2007 | Certificat d'apprentissage de la langue anglaise – Access Program (LSLL, Dakar)

**Expérience Professionnelle**

- 2020 | Formation sur la méthode Agile (Scrum & Kanban)

- 2020 | Membre du chantier sécurité – Projet PASSANT (Lyteyca-ADIE)

- 2019-2020 | Chef de chantier Centre de Commandement – Projet Safe City (Smart Sénégal)

- 2019 | Participation à l’atelier sur la PKI nationale (Rapporteuse du groupe formation et sensibilisation)

- 2018 | Participation à AIS 2018 sur les CERT

- 2017 | Formation sur les avantages de la qualité

- 2015-2017 | Stagiaire– Agence de l’Informatique de l’État (ADIE)

- Rédaction de procédures (contrôle d’accès physique, gestion des biens matériels)

- Politique de sécurité (ISO 27001)

- Gestion de plateforme de supervision sécuritaire (OSSIM, OSSEC)

- Scan de vulnérabilités (OWASP, Nmap)

**Compétences Techniques**

**Cybersécurité**

✅ SOC & Incident Response – Mise en place et gestion d'un SOC, gestion d’équipe CSIRT

✅ Sécurité Réseau – Pare-feu, VPN, IDS/IPS, WAF (Imperva)

✅ Mise en place et gestion d’un systéme de vidéosurveillance et de controle d’accès

✅ Normes & Compliance – ISO 27001, RGPD, ITIL V4 (Gestion des services IT)

✅ Analyse des risques & Gestion des incidents

**Réseaux & Systèmes**

✅ Administration Réseau – Routage, interconnexion , ELTE, Visioconférence

✅ Supervision – SIEM, KELIO

✅ Système d’exploitation – Linux, Windows

**Gestion de Projets**

✅ Méthode Agile – Scrum, Kanban

✅ IT Service Management – ITIL V4

**Développement & Bureautique**

✅ Langages – C, HTML, PHP

✅ CMS – WordPress, Joomla, Bootstrap

✅ Bases de données – SQL Server, MySQL

✅ Bureautique – Word, Excel, PowerPoint, Access

**Atouts & Qualités Professionnelles**

✔ Rigueur & Organisation – Gestion efficace des projets et documentation

✔ Esprit critique & Force de proposition – Résolution proactive des problèmes

✔ Sens du relationnel & Communication – Formation des utilisateurs et travail en équipe

✔ Autonomie & Leadership – Prise d’initiative et gestion d’équipe

✔ Adaptabilité & Résistance au stress